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This policy applies to: All staff and students 

Owner/Author: Chief Operating Officer/Head of IT 

Establishment Level: Trust 

Approving Body: Executive Team 
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Date of Last Review (this 
should be the date on the 
cover): 
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Summary of Changes: 
New policy bringing together previous separate staff and student 
policies 
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Related Documents/ Policies: 

 
JANET Guidelines & Acceptable Use Policy 
Trust Safeguarding Policy 
Trust Code of Conduct Policy 
 

Legal Framework/Statutory 
Guidance: 

 

The Computer Misuse Act, 1994 
The Data Protection Act, 2018 
EU General Data Protection Regulations (GDPR), 2018 
Regulation of Investigatory Power Act, 2000 
The Telecommunications Act, 1996 
The Copyright, Design and Patents Act, 1998 
Keeping Children Safe in Education 
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1 Introduction 
 
1.1 The Trust’s Acceptable Use Policy (AUP) has been drawn up to protect all parties – the students, the 

staff and the Trust. The computer systems are owned by the Trust and are made available to staff and 
students to enhance their professional and pedagogical activities
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Users must not attempt to install or uninstall any executable files on to, or from, a trust computer.  
 
Users must comply with thei
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Use of the Trust ICT systems to breach any laws or which threaten the safety and security of students at the 
academy may result in professional sanctions as well as potential legal actions. 
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Users should not make derogatory remarks in e-mails about staff, students, or any other person or 
organisation. Any written derogatory remark may constitute libel.  Emails may also be released to named 
individuals where a subject access request is made under the General Data Protection and GDPR 
Regulations. 
 
Users 





IT Acceptable Use Policy 

SPT/POL/000107 9 May 2023 

All users will be asked to complete an online training course which outlines the importance of cyber security 
and online safety. 

4 Online Teaching and Learning  
 
The Trust will ensure any use of online learning tools and systems is in line with privacy and data 
protection/GDPR requirements. Staff and students must ensure that they read and apply the guidance 
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